SUPPORT GUIDE

Adding MFA for Microsoft 365 to a second device

You are not limited to only one device for Multi Factor Authentication (MFA) when
logging in to Microsoft 365. You can have MFA set up on a second device for easier
access. When you log in to Microsoft 365, you will receive notifications from the

Microsoft Authenticator app to all your devices where MFA is set up, but you only need
to verify on one device.

First make sure you have installed the Microsoft Authenticator app on your device
before you proceed.

1. Open a web browser on your computer and sign in to Microsoft 365.

https://office.com

2. Click on your profile icon on the top right, then click View account.
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3. Click on Security info, then click Add sign-in method.
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These are the methods you use to sign into your account or reset your password.
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You're using the most advisable sign-in method where it applies.
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4. Click on Microsoft Authenticator.

Add a sign-in method X

2\ Microsoft Authenticator
O Approve sign-in requests or use one-time codes

5. Click Next if you already have installed the Microsoft Authenticator app on your
device. If not, click Download now to get the app.

Microsoft Authenticator X

Start by getting the app
On your phone, install the Microsoft Authenticator app.

After you install the Microsoft Authenticator app on your device, choose "Next".
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6. Open the Microsoft Authenticator app and tap on the PLUS sign at the top right
to add a new account. Tap Work or school account and then tap Scan QR
code.

10:41
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7. Scan the QR code displayed in the web browser window with your device to
connect the Microsoft Authenticator app with your account.

Microsoft Authenticator X
Scan QR code

Scan the QR code

Use the Microsoft Authenticator app to scan the QR code. This will connect the Microsoft Authenticator
app with your account.

After you scan the QR code, choose "Next".

Your account provider will display a Can't scan image?
QR code
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8. Your account is added to the Microsoft Authenticator app. On your computer,
click Next.
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9. A notification is sent to the Microsoft Authenticator app. Tap the notification to
open the app. Enter the two-digit code displayed in the browser to approve the
notification, then tap YES to verify.

Microsoft Authenticator X 10:43
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Approve the notification we're sending to your app by entering the number shown below,
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10.1n the Notification approved window, click Next.
Microsoft Authenticator X
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11.Your device is registered successfully and is added to the list of available MFA
sign-in methods.

-+ Add sign-in method

Last updated:
[ Password ©® 8 months ago

A\ Microsoft Authenticator

Push multi-factor authentication (MFA) iPhone 14

A Microsoft Authenticator
<y

O Push multi-factor authentication (MFA) XQ-BC52

[T-avdelningen | Karlstads universitet



